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Chapter 12: Information Exchange Paths in IRC Hacking Chatrooms

David Décary-Hétu

This study focuses on how hackers shape their personal communications in order to gather information on potential victims. Using logs of online Internet Chat Relay (IRC), ego networks of hackers that visited hacking chatrooms and talked about hacking with others are examined. Hackers interact with each other in small and dense networks where direct connectivity is more important than indirect connections. The number of contacts in the ego networks is limited in most cases and the number of brokers is fairly poor. Such communications evolve in cliquish networks where everyone knows each other and in which novice hackers are able to hone their skills in a variety of areas.

Chapter 13: Usenet Newsgroups, Child Pornography, and the Role of Participants

Francis Fortin

The availability of Internet services has greatly facilitated the production, reproduction, and dissemination of child pornography as well as the creation of communities or support networks to conceal underground activities. Following a description of the newsgroup internet service Usenet, this chapter analyzes how this service is used by cyberpedophiles to share child pornography material as well as ideas and experiences concerning their illicit activities, creating a virtual subculture. An analysis of 45 days of text-based communications shows that this community is built through messages that provide moral support, deal with conflicts and disputes, or provide technical information, as well as those that promote pedophile-oriented content.
PART IV: ECONOMIC CRIME NETWORKS

Chapter 14: Pushing the Ponzi: The Rise and Fall of a Network Fraud
Aili Malm, Andrea Schoepfer, Gisela Bichler, and Neil Boyd
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Contributor Biographies
Preface

This book is comprised of a collection of studies by the top researchers in the area of crime and network analysis. Recent years have brought us a considerable expansion in innovative studies using various forms of empirical sources that have led to the development and refinement of the social network perspective within criminology. As a community of researchers, we concur that seeking the structure of crime and co-offending is always preferable to assuming such matters. Our principal aim in *Crime and Networks* is to establish more systematic methods and theoretical paths for identifying key patterns in a wide range of crime networks.

The book is divided into five parts. Each part addresses a specific criminal phenomenon: co-offending in Part I; organized crime in Part II; cybercrime in Part III; economic crime in Part IV; and extremist groups in Part V. Each chapter in this book addresses the problem, research tradition, data and methodological background, and empirical underpinnings for a specific analytical object. The chapters that make up this collection are all empirical contributions from the rapidly growing community of experts across a wide range of cultural settings in criminology.

*Crime and Networks* is the first book of its kind. With its unique focus on social networks across a diversity of crimes and theoretical outlooks, it surpasses the scope and comprehensive outlook of any past study in this field. The book is also designed to relate to newcomers and advanced researchers in this field, from either academic or practical research settings. Indeed, one of the more exciting expectations we have for this book concerns the array of replications and extensions that its various chapters will generate over the years to come. What the
community of researchers in this growing field have proven over the past decade is that the challenges of establishing an empirical repertoire and developing an increasingly uniform analytical focus may be overcome. A decade ago, several scholars were promoting the strengths of social network analysis and identifying promising qualitative and quantitative data sources for criminological research. Today, few are simply proposing what should be done. Indeed, such talk has been displaced by actual research, as researchers are increasingly accessing and organizing their empirical sources to demonstrate the many analytical paths and substantive issues that emerge when applying the social network framework to crime. In many ways, this rise is reminiscent of the development of social network analysis as a key sociological paradigm over the past fifty years.

Within the academic teaching community, Crime and Networks will be suitable for a variety of methodological and substantive undergraduate or graduate courses. There are a growing number of courses on criminal networks across criminology departments—many of these courses were created and continue to be taught by the authors in this book. While such courses are the ideal fit for this book, the diversity of topics, empirical sources, and methods covered across the chapters also make the book suitable for methodological courses in qualitative, quantitative, or mixed methods. Past experiences using such material for teaching have proven that even the novice researcher can easily grasp notions of matrices, dyads, cliques, or key players and design their first research attempt with this unique method. All it takes to begin is a keen eye for identifying relationships in a group setting, an appreciation for the social basis of crime, and a willingness to learn the basic applications of the many (and free) softwares that are available for such analyses. Crime and Networks is not simply a methodological reference. As a theoretical and substantive contribution, it would be suitable in any specialized
class on the crime phenomena that are the focus in each of the five parts. Finally, and at a more
general level, this book also has its place in traditional sociology of crime courses and in any
seminar that addresses new and innovative approaches to the study of crime.